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part one:  Purpose and Scope

A.  BACKGROUND

Since the September 11, 2001 terrorist attacks on the World Trade Center and the Pentagon, the field of emergency management (EM) has received unprecedented attention in the U.S. and worldwide. Given the heightened awareness of EM and the major national efforts underway to update, streamline, and expand current EM plans and practices, it is timely and important to document and understand major disaster events and outcomes of the past.

This paper begins the documentation and analysis of the major defining terrorist events and their policy outcomes at the national level for the years 1988-2001. It will review and document these events, as well as the essential EM infrastructure  - including laws, regulations, practices, expert systems, and organizational changes - that has evolved. This systematic examination of major terrorist events and their outcomes provides the basis for policy analyses of the major events and their outcomes for the past two decades.

This project, supported by a grant from the National Science Foundation (NSF Grant # CMS-0231624), uses as a starting point the two historic disaster time line charts created by Claire B. Rubin et al:

· The Disaster Time Line (DTL): Selected Milestone Events and Their U.S. Outcomes (1965-2001), which includes major natural and industrial/ technological disasters and their outcomes; and  

· The Terrorism Time Line (TTL): Selected Milestone Events and their U.S. Outcomes (1988-2001), which covers only major terrorist events. 

These charts document many of the major defining events in recent years and the laws, regulations, policies, and programs resulting from them. Additionally, the timelines demonstrate some preliminary perceived relationships between disaster events and outcomes. The essential assumption of the DTL and the TTL is that events and policies are interrelated. However, research is still needed regarding the relative importance of events in setting the policy agenda and in triggering policy change. 

This project effort focused on major terrorist events from 1988-2001 in order to accomplish the following: 

· Systematically identify and analyze major defining events and document them in a narrative chronology; 

· Identify and describe the major outcomes from each defining event, including 

a. after-action reports, hearings reports, and studies; 

b. legislation, executive orders, and regulations;

c. policies, programs, and organizational changes; and 

d. other major changes; 

· Describe the causal relationships between the events and their major outcomes, to the extent that the information collected allows. 

At some future date a similar research effort should be made for the events and outcomes for natural and industrial/technological disaster events in the past few decades, as shown on the DTL. Once that step is taken, then it will be possible to compare and contrast the authorities, programs, plans, and systems used for the three major categories of disasters in the U.S. – natural, industrial/technological, and human-induced. 


The authors hope that this report will serve several purposes: (a) stimulate thinking by researchers and practitioners, (b) provide a practical and ready set of references, and (c) provide a narrative explanation to supplement the TTL, and (d) identify long-term research needs. This project focuses on the last  20 years or so of experience, but it is only now that the mutuality of relationships in the homeland security and emergency management arenas is being initially analyzed and identified. Further, currently there is great interest in knowledge transfer from the natural and industrial/ technological disaster fields to national defense and homeland security. 


B.  TERMS AND DEFINITIONS

Various agencies and institution have developed their own definition of many of the terms used frequently in this report, such as emergency management, terrorism, homeland security, and weapons of mass destruction.  Below are some representative examples.

1. Emergency Management  

1. Emergency Management consists of the expert systems that manage people and resources to deal with disasters. For purposes of this paper the term “emergency management” is used to include a range of actions that involve planning for disasters, responding to immediate needs, stimulating the long-term recovery of the affected area, and reducing disaster risks (mitigation) for the future.
 
 

2. Terrorism  

From 1980 to 2002, Congress (usually at the behest of the Executive Branch) filled the U.S. Criminal Code with several definitions of “terrorism.” Since criminal statutes do not have implementing regulations, these definitions stand on their own merits. Very few states have laws, criminal or civil, that define terrorism, so that federal definitions from any criminal, prosecutable standpoint or administrative standpoint seem to be controlling.

b.  FEMA defines terrorism as “ the use of force or violence against persons or property in violation of the criminal laws of the United States for purposes of intimidation, coercion or ransom. Terrorists often use threats to create fear among the public, to try to convince citizens that their government is powerless to prevent terrorism, and to get immediate publicity for their causes.” 

c.  No one definition of terrorism appears to have gained universal acceptance. Title 22 U.S. C 2656f (d)  contains the following definition: 

…The term "terrorism" means premeditated, politically motivated violence perpetrated against noncombatant targets by subnational groups or clandestine agents, usually intended to influence an audience.
 

d.  The National Security Institute defines terrorism as:  

…the use of force or violence against persons or property in violation of the criminal laws of the United States for purposes of intimidation, coercion or ransom. Terrorists often use threats to create fear among the public, to try to convince citizens that their government is powerless to prevent terrorism, and to get immediate publicity for their causes.

e.  The Federal Bureau of Investigation (FBI) categorizes terrorism in the United States as one of two types - domestic terrorism or international terrorism: 

· “Domestic terrorism involves groups or individuals whose terrorist activities are directed at elements of our government or population without foreign direction.” 

· “International terrorism involves groups or individuals whose terrorist activities are foreign-based and/or directed by countries or groups outside the United States or whose activities transcend national boundaries.”
 
  


· Terrorism as “the unlawful use of force or violence against persons or property to intimidate or coerce a government, the civilian population, or any segment thereof, in furtherance of political or social objectives.”


Project Definitions:
 

Emergency management: the management of the governmental and nongovernmental preparedness and response at federal, state, and local levels, including non-governmental organizations (NGOs to unplanned events that affect public, health and safety and destroy property. [See also, Preparing for the Unexpected, Tierney, Lindell, Perry, 2001.]  

Terrorism: Executive Order 13223 of September 21, 2002 (See Appendix A: Legal References) provides one definition that appears to be sufficiently broad to serve as a working definition. Executive orders are signed by the President and usually delegate authority pursuant to statute or interpret a statutory grant of authority by Congress to the President in some implementing statute. In this instance, a variety of statutes were cited as authority for the order and also a number of United Nations Resolutions.

3. Homeland Security 

In July 2002 the Bush Administration provided a definition for this term:  

Homeland Security is a concerted national effort to prevent terrorist attacks within the United States, reduce America’s vulnerability to terrorism, and minimize the damage and recover from attacks that do occur.
 

However, many people are not clear on just what homeland security is and how it is similar to or different from emergency management.  Many of the same organizations and people are involved in both endeavors. The recent creation by Pub.L.107-296 of the Department of Homeland Security on November 25, 2002 may clarify the two terms and the two fields of endeavor.  In the meantime, people using the terms homeland security and emergency management synonymously only add to the  confusion, particularly since homeland security activities usually imply actions broader than those traditionally associated with EM. Indeed, EM has primarily been associated with the response to emergencies by competent authorities; preparedness has long focused on being prepared to respond, while mitigation has only recently become an important part of EM and still is a relatively small part of the EM field. 

4.  Weapons of Mass Destruction (WMD)

Any weapon or device that is intended, or has the capability, to cause death or serious bodily injury to a significant number of people through the release, dissemination or impact of (a) a toxic or poisonous chemical or their precursors; (b) a disease organism; or (c) radiation or radioactivity [50 U.S.C. 2302].

See also the Dept. of Agriculture regulations, (7 CFR Part 121 and Part 331) dealing with the Agricultural Bioterrorism Protection Act of 2002: Listing of Biological Agents and Toxins and Requirements and Procedures for Notification of Possession; Technical Amendment. (See Dept. of HHS regulations (42 CFR Part 1003.)


C.  Context for Federal Counter-Terrorism Efforts

1.  Need for Terrorism-Related Research

Until September 11, 2001, the topics of anti-terrorism (usually used to refer to international prevention efforts) and counter-terrorism (used to refer to domestic law enforcement and consequences management) were relatively obscure, of interest to a relative small group of specialists.  Since then, however, the topic has gained a great deal of notice and notoriety.  In an effort to provide the history and context of federal involvement in counter-terrorism, three members of this research team created the TTL  in late 2001 and revised and reprinted it several times in 2002.  The authors quickly became aware that a detailed narrative accompaniment to the graphic would be essential, since the topic of counter-terrorism is not as familiar to most students of emergency management as that of natural and industrial disasters.

This document provides initial documentation and a contextual background for the graphic sequence provided in the TTL to provide a basis for documenting and analyzing recent terrorism history. To facilitate additional research by others, the authors have included their reference materials, and additional sources of information.

2.  Consequence Management

With respect to federal government efforts regarding counter-terrorism in recent years, the GAO  has provided the following summary in 2001:

Federal programs to prepare for and respond to chemical and biological terrorism attacks operate under an umbrella of various polities and contingency plans.  Federal policies on combating terrorism are laid out in the series of presidential directives and implementing guidance. (See GAO- 01-822 for a compendium.) These documents divide the federal response to terrorist attacks into two categories – crisis management and consequence management.  Crisis management includes efforts to stop a terrorist attack, arrest terrorists, and gather evidence for criminal prosecution.  Crisis management is led by the Dept. of Justice (DoJ) through the FBI.  All federal agencies and departments, as needed, would support the DoJ and the FBI on-scene commander.

Unlike crisis management, the federal government does not have primary responsibility for consequence management. State and local authorities do. Crisis and consequence management activities may overlap and run concurrently during the emergency response and are dependent upon the nature of the incident. Consequence management includes efforts to provide medical treatment and emergency services, evacuate people from dangerous areas, provide mass care if necessary (shelter, food, medical), detection of agents, monitoring and decontamination, and restore government service.  The consequence management activities of the federal government are led by FEMA in support of state and local authorities. [See PDD-39  in Appendix A]

In a chemical or biological terrorist incident, the federal government would operate under one or more contingency plans.  The U.S. Government Interagency Domestic Terrorism Concept of Operations Plan
 establishes conceptual guidelines for assessing and monitoring a developing threat, notifying appropriate agencies concerning the nature of the threat, and deploying necessary advisory and technical resources to assist the lead federal agency in facilitating interdepartmental coordination of crisis and consequence management activities. In the event that the President declared a Presidential emergency under the authority of the Robert T. Stafford Act, Pub.L. 100-707, FEMA until March 1, 2003, then the DHS under Publ.L. 107-296 could coordinate the federal response using the generic disaster contingency plan called the Federal Response Plan (FRP). The FRP has a specific annex for terrorism that outlines the roles of federal agencies in consequence management during terrorist attacks.  The plan outlines the planning assumptions, policies, concept of operation, organizational structures, and specific assignment of responsibilities to lead departments and agencies in providing federal assistance. The plan categorizes the types of federal assistance both financial and non-financial into specific “emergency support functions.” 

In addition, several individual agencies have their own contingency plans or guidance specific to their lead or support activities. 

D.  METHODOLOGY

1. Research and Documentation

The initial research and documentation work that went into producing the TTL was mainly on experiential and empirical information, based on the several decades of experience in the EM field by Rubin et al. To prepare the chart, use was made of secondary sources and of short, informal discussions with experienced specialists, mainly in the Washington, D.C. area.

This report sought to expand, refine, and correct the information provided by the TTL.  For this effort, the authors have relied heavily on secondary sources and on a larger research team that includes a variety of disciplines (public administration, political science, public policy analysis, engineering, and law.) For the most part, documents have included government reports, a variety of commissioned studies (GAO, Presidential Commissions, etc.), and use of periodicals, such as the Washington Post and the New York Times.
At this time, many after-action reports from the Sept. 11, 2001 events are still developing, and analyses will go on for many years.

2.  Selection of Events

The authors of the TTL made an initial selection of events that tended to be broad and inclusive. Subsequent research by this project team indicates that in actuality not all events cited in the TTL were “defining” or “focusing” events. The team has determined that additional work is needed to review and refine the criteria for selecting such events, and to produce an in-depth assessment of the significance and long-term important of the outcomes.

At this time, a focusing disaster event is considered to be one whose nature, magnitude, or impacts single it out for special assessment and examination of its causative effects. Some components include: 

· Magnitude: a major-to-catastrophic size disaster event.

· Hazard or Threat: an unusual hazard or threat agent in terms of novelty of type, rarity of occurrence, or unusual location of occurrence.

· High visibility or high symbolic value: monuments in Washington, D.C., for example

· Location of Incidents: urban areas or major ports

· Impacts: widespread, damaging impacts (physical, social, economic, political, and environmental), possibly in unlikely locations.

· Surprise: an unlikely event or unexpected outcomes (see also Birkland, 1997)

Magnitude.  This seems to be a more significant factor in the case of natural and industrial/technological disasters.  On the DTL, virtually all of the milestone incidents has received either a President Disaster Declaration or received federal attention and assistance by means of the National Contingency Plan. In the TTL, not all events are disasters, in part because they fall under different legal categories based on their causative agents.

Nature of the Hazard/Threat.  The use of common materials to build the bomb used on the Murrah Federal Building in 1995 and the use of commercial aircraft for the attacks on Sept. 11, 2001 are examples of unusual threat agents.

High Visibility or Symbolic Value.  The targeting of the Pentagon, the headquarters of the Department of Defense, on Sept. 11, 2001 is one example.  The targeting of the World Trade Center, in the heart of the New York City financial district, is another. Other national symbols, like the White House or the Golden Gate Bridge, are examples of potential targets with high symbolic value.

Location.  For example, Tropical Storm Agnes in 1972 was a focusing natural disaster in that it caused historic flood damage to Pennsylvania and New York (both land-locked states).  Hence, high impacts in unusual locations may mean less preparedness and a greater likelihood of an ad hoc response and recovery.
Impacts.  This would include major impacts – physical, economic, environmental, social and political.  The duration of both the events and the impacts are also important elements of a defining disaster event.

Surprise.  Surprise was a major factor for both the 1993 World Trade Center bombing, which was accomplished with a truck delivered bomb, and the 2001 WTC and Pentagon attacks where terrorists used commercial airlines as weapons of mass destruction.

According to James K. Mitchell, who has analyzed “industrial disaster surprises,” the term surprise means unprecedented or more precisely: “Nothing quite like them had ever occurred before in the same or similar contexts.”
 

3.  Non-Disaster Milestone Events
In the TTL some major events were included in order to provide important elements of context . The “background events” included are termed non-disaster milestone events and designated as such by a special symbol on the chart.  Some examples of these are Operation Desert Storm, Kuwait Oil Fires, and the Unabomber attacks.  These events will be described in Part Two of this report.

4.  Preview of Part Two: Chronology 

Part Two of this report contains a decade-by-decade summary, from the 1980’s through 2001, of the major terrorism events and significant outcomes identified by key actions, authorities, and organizations involved in federal counter-terrorism efforts.
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